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Chapter 6:  

Implementation

This chapter describes the activities and considerations specific to migration projects that occur during the implementation phase. 

6.1 Implementation Activities Defined

The implementation phase of a migration project is where the actual software code is developed, hardware is purchased and integration is performed, based on the selected development strategy and detailed design.  Figure 6‑1, shows that implementation begins after design and before testing and verification. 

Technical reviews are conducted during this development phase to assess the progress and technical correctness of the design implementation.  These reviews help stakeholders monitor project management, grasp the development process, and visualize the development outcome as part of the system.

System documentation is also done in this stage.  This includes final design documents, user training materials, maintenance manuals, and other support products.
From a very practical perspective, this is the first stage in the process where unknowns can surface and cause problems.  As equipment is installed or software implemented, it is possible that things don’t work out as planned.  Risk management and contingency planning are critical at this stage through final acceptance testing.  Risks should be monitored and if problems arise, should be addressed as quickly as possible.  The cause of the problem needs to be identified and traced back to the phase in which it started.  Corrections in that step and all intervening steps in the systems engineering process need to be made and documented.  An example for a migration project is presented in the next section.  

Change management is also an important step within the implementation phase.  As problems are discovered, team members need to analyze them and determine the range of methods to address them.  Impacts to the project need to be included in the analysis.  Decisions are made, according to the configuration management plan, about how to address the problem.  Regardless of how the problem is addressed (anything from deferring the solution to a future phase to a major change that will affect each step in the process back to the Concept of Operations), the decisions and changes needed have to be documented.  Any documents or products from earlier tasks need to be changed and those changes need to be documented.  This is a critical step because if a related problem or one that affects this part of the system is uncovered later in implementation or testing, there needs to be a trail of what the earlier problem was, the decisions made to address it, and the changes made to address it.
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Figure 6‑1:  Systems Engineering “V” Diagram
(Implementation Step Highlighted)
6.2 Application to ITS Migration Projects
The development of the target system in a migration project is similar to the development process for a new implementation.  The key difference is that there are often many unknowns in the legacy system, and the development plan and process must recognize the level of uncertainty appropriate for the migration project.  In addition, it is very important to prepare for the non-system related issues, such as space planning, staff training, and potential outreach needs.  
In the heart patient analogy, the implementation step is analogous to the surgery. 

The risks of the unknowns that may be found in the surgery must be managed by the surgeon.  The surgeon will create a contingency plan in case the stent implementation does not go as planned.  It may be that the stents cannot be inserted because the blockages are found to be too solid, or because the damage to the artery walls is too extensive.  A contingency plan to perform bypass surgery would be developed complete with requirements and design stages assessed.  The surgeon may find that additional stents are needed once he enters the heart, and must be prepared to perform additional procedures.

If the patient does undergo bypass surgery, a new plan for recovery (which is much longer than for stents), a new medication plan, and consideration of changing the patient’s “concept of operations” – his ability to meet his operational goals and objectives – must be addressed as well.  For example, a bypass patient may need to restrict his mobility in a different way from a stent patient.
Additional risk management includes a recovery plan if the surgery does not result in functional performance that will maintain the life systems, or if the “cut over” does not go well. 
Overall, the surgeon must be prepared to manage risk, and be able to change the design, the requirements and the concept of operations if needed. 

6.2.1 What is Different about Migration Projects that may affect the Implementation Stage?

The development plan may need to include testing plans that test the legacy system, if this was not accomplished during the design process.  Those responsible for ITS migration projects should be prepared to make decisions that could change the design, the requirements, and even the concept of operations if conditions discovered during implementation differ from expectations.  Likewise, ITS migration project implementation is closely tied to testing and verification.  The testing and verification activities may sometimes be considered part of the design process if the legacy system is so complex that the final design decision cannot be made without some type of target system testing. 

The implementation phase for ITS migration projects includes the transition from the legacy to the target system.  In addition, contingency plans may need to be implemented.  ITS migration projects also address changes to the space and staff.

Each ITS migration project will have different issues and differing levels of complexities and associated risks.  The ITS migration project roll-out plans, described below may or may not be germane to any particular project. 

Risk and Configuration Management

One of the most significant ways implementation of a migration project differs from developing a new system is in the unknowns that had to be accounted for in the earlier steps in the process.  A common situation in a migration project is that the legacy system is not fully documented, either because the original documentation was not complete or the change was not managed properly.  Many of the potential problems of these unknowns won’t surface until the implementation phase as developers or systems engineers are testing code or configurations to see if interfaces work as designed.  When problems arise, two critical cross-cutting practices come into play – risk management and configuration management.  Both of these concepts are presented in Chapter 8.  However, it is important to provide some discussion here in the context of implementation.  

In most migration projects, team members can identify that potential problems may arise because they are aware of where documentation of the legacy system is weakest or operators and maintenance personnel are aware of the anomalies in the legacy system.  The areas of potential problems will be the focus of the risk management plan.  Risk mitigation strategies, or contingencies, should be planned for as part of risk management.  When there is an initial indication that the risk may be realized, the team needs to further analyze the situation to determine if they should start implementing the risk mitigation strategy, or contingency.  At a minimum, the team should more closely monitor the indicators of the risk.  There are a wide variety of types of problems that may arise in a migration project, depending on the unknowns.  An example may be a simple as a fiber was patched into along a section of the cable and not documented.  In this case, the solution could be as simple as re-assigning the communication pathway to a dark fiber, if one exists, and documenting the change.  The problem could be as complex as a major undocumented patch in the data handling routine in the central software that changes the way all of the modified modules have to obtain and pass data.  

Regardless of the complexity of the changes needed to address the problem or realized risk, the team needs to follow change, or configuration, management procedures identified for the project in the configuration management plan.  In the case of the fiber problem mentioned above, the procedure is likely to be relatively simple – someone will check the fiber plan to determine if there is dark fiber available and if any of them are identified as spares, the fiber will be re-assigned, the physical connection or splice will be made, and the change documented.  This type of change is usually approved by the configuration manager for the project or system.  The case of the undocumented patch that affects all of the new or enhanced modules will be much more complex, with significant effort expended to analyze the problem, develop alternative approaches to solving the problem, analyzing the alternatives, recommending an approach to the decision-maker (on a large project, probably a configuration management board), implementing the solution, and documenting all aspects of the process, including changes that need to be made to the Concept of Operations, requirements, or design documents.

An example of the issues that can be faced in ITS migration comes from the experience of a district of a State DOT with replacing their central control software.  The complete central control software was being replaced by new central control software.  One failing of the legacy system was that the traffic volumes recorded in the legacy database were erroneous.  The source of this problem was unknown.  When the new system was implemented and integrated, the issue remained.  At the very least, the installation of the new software helped show that the source of the problem was likely not within the software.  The District began testing field elements to determine the source of the problem.  Until the issue is resolved, final integration testing cannot be completed. However, the central software was accepted as delivered because the State recognized that the new software developer could not be responsible for this pre-existing issue.  Funds were set aside in case the future integration testing results indicated the need for any other software modifications. 

This was a known risk, but the source of the problem was unknown.  The State DOT managed the risk to the migration project by releasing the Contractor from responsibility of the problem and allowed the work to proceed.  However, integration was delayed.  When the problem is uncovered, it will be documented and analyzed, a solution will be proposed, a decision for change will be made with an understanding of the impacts, and the solution and changes made will be documented.  

6.3 Planning for Target System Roll-Out
Once the target system, or elements that comprise it, are developed and approved for deployment, practitioners can begin to make the transition between their legacy and target systems.  Since this process involves several activities and can involve more than merely activating the target system and shutting off the legacy system, practitioners should: 

· Provide technical assistance to operators and other users to help them transition to the target system.  
· Identify dependencies that affect system transitioning.
· Identify and prioritize cutover dates for the legacy system.
The goal is to roll-out target system components in manageable increments so as to minimize the impact on agency operations.  Practitioners need to consider:
· How should elements of the target system be rolled-out so as to avoid risks and to better accommodate agency operations?
· What impacts may occur as a result of target system roll-out?
· When should legacy system elements be retired?
6.3.1 Phasing Plan

To help make the transition between the legacy and target system, it is beneficial to establish a roll-out phasing plan.  The roll-out plan differs from the migration phasing plan developed during the business planning process, which addresses overall ITS migration over the long term (say 10-years).  Rather, the roll-out phasing plan addresses the needs of a single ITS migration project upon target system implementation.  It can be thought of as the game plan for the target system implementation. 

The migration roll-out phasing plan lists the activities that need to be performed to ensure proper setup of the operational environment and to verify that systems or software are ready to go live.  This includes ensuring that data and users are ready.  Also included in the roll-out phasing plan is the approach to shutdown and retire legacy systems. 

The roll-out phasing plan should be developed prior to beginning the cutover activities, and as early in the process as is feasible.  The plan should discuss all the activities/tasks needed to be performed to prepare the new system for going live.  Depending on the complexity of the migration project, the phasing plan may include:

· Production, installation and set up requirements – This may be separate system documentation that describes the appropriate installation procedures and any special set up that must be performed in order to prepare the system for operation.
· Data conversion estimates, type and duration.
· List of responsible parties/individuals.
· Roles, responsibilities, and contact information for these individuals.
· Team assignments and working hours, especially if any shift work is required or special coordination with operations staff is needed.
· Management contacts for immediate decision making.
· Verification procedures to insure proper setup has been achieved.
· Reconciliation procedures to verify inputs/outputs in the new system are valid and to ensure legacy system inputs/outputs are stopped.
· Procedures for proper shutdown of the legacy systems.
The phasing plan should address the following questions:

· What impact, if any, will elements of the target system have on existing operations as they are phased-in?
· When, and in what order should legacy systems be retired, if at all?
The most efficient approach to phasing in the target solution is to minimize the time that the legacy and target system need to co-exist.  When the legacy and target system co-exist, additional resources (i.e., equipment, staff, and funding) may be needed to operate and maintain both systems.  In some cases, additional space may need to be leased or purchased to house both legacy and target system elements while they are being operated or built.  Once the cutover is performed, the focus should be on the new/migrated system in order to assure its proper function and continued operation.  The old system should remain in place during final testing as a disaster recovery element, but eventually it should be shutdown and dismantled/removed and archived, as needed. 

Creation of a roll-out checklist is recommended.  The checklist should be specific for each migration project, but may include the following items, depending on the complexity of the project:

· Integration testing complete.
· End user training complete.
· Procedures documents complete.
· Appropriate documentation distributed.
· Equipment ready.
· User accounts verified.
· All data conversions and initialization complete.
· Communications established and verified.
· Final system test complete.
· Help/support desk process and procedures established.
· Authorization to perform cutover received.
· Legacy systems stopped (no more inputs/outputs via the legacy system).
· Cutover complete.
· Final signoff received.
· Risk assessment/contingency plan.
The activities on this checklist should be analyzed to identify a critical path, to ensure proper focus is on those activities. 

Typical deliverables for cutover include the cutover plan, the production environment (hardware, software, manuals, etc.) used to develop the system, documented issues and plans for resolution.

No matter what the scope, scale, and complexity of the migration project, it is recommended that the roll-out plan include a risk assessment and identification of a contingency plan that will be used if issues arise that cannot be resolved in a reasonable time period (reasonable will be different for each project).  The contingency plan needs to provide guidance on how far the cutover can proceed but still be stopped and the legacy systems restored.  Rollback procedures need to be included and the “point of no return” needs to be identified clearly in both the cutover plan and the contingency plan.  This is the point at which the legacy system will no longer be operational and the system will cease to function without the cutover being completed or the rollback procedures being executed.

Issue tracking is something that should be performed throughout the cutover process and includes identifying issues and defining resolution or workarounds. 

6.3.2 Legacy System Retirement and Preservation

Once the target solution has been deployed and has been operating correctly for a period of time, legacy systems may be retired, if appropriate.  If there are heavy financial and staffing burdens associated with operating the legacy and target systems at the same time, every effort should be made to retire legacy systems as quickly as possible after target systems have been deployed.

Before legacy systems can be retired, their attributes need to be preserved in case target solutions fail and legacy systems need to be restored.  These attributes include:

· Existing code.
· System maintenance logs.
· Operations manuals.
· Operating platform (software and hardware).
In addition to the attributes listed above, it is essential that agencies designate legacy system contacts who are experienced in using the legacy system and are capable of migrating back to the legacy system if and when needed.  Wherever possible, more than one contact should be designated to mitigate the loss of knowledge when staff turnover occurs.  

6.3.3 Contingency Plans

The ability to quickly recover if a migration effort fails will be critical to ensure operational performance, as well as public acceptance of regional ITS investments.  Therefore, an important aspect of the ITS migration management approach will be to develop contingency plans for a number of possible scenarios that may potentially lead to a migration failure.  To begin developing contingency plans for migration activities, it is important to analyze the migration effort to determine to the extent possible all of the operational scenarios in which a failure may occur.

6.3.4 Outreach

The practitioner or group responsible for rolling-out the target system may need to inform various individuals inside and outside their respective organization of this activity.  Key targets for outreach may include:

· Internal staff.
· Upper management.
· Partner agencies.
· General public.
Internal Staff

Outreach efforts directed at internal staff should once again reconfirm the reasons for and benefits of migration.  In addition, staff that may be potentially impacted by legacy system decommissioning need to know the timeframe for when legacy and target systems will be transitioned so they can prepare for this transition.

Upper Management

Outreach should seek to advise upper management of the schedule for and potential significant risks (and associated mitigation strategies) that may be encountered during roll-out.  Upper management need to understand the processes and procedures to transition systems and any impacts these may have on agency operations.

Outside Agencies

Outreach may also need to be directed toward outside agencies at the time of target system roll-out if target systems interface with individuals or systems employed or operated by outside agencies, or if the target system affects their operations.

General Public

Depending on the systems that are migrated, it may be necessary to extend outreach efforts to the general public.  The most common focus of outreach specific to migration projects is for public education about the new features and functions of the system.  For example, the addition of voice recognition to a traveler information phone line or other phone assistance may include public education.  Public education efforts also market the systems that are being described.

6.3.5 Training

Before the target system is rolled-out, training sessions are needed to train those individuals who will be working with the target system.  Training is particularly important when significant changes are made or when new systems are introduced for the first time.  Staff need to be trained on how to use the target system (i.e., functions and capabilities) and the procedures for converting to the target system.  Training will help users adapt to the target system’s way of performing existing legacy system tasks.  This in turn helps smooth the transition between systems which reduces the impact on agency operations.

Training can be more easily accomplished, and effective for that matter, if the needs and capabilities of existing staff are well understood.  This understanding may help to align training needs and requirements with available funding.  Individuals responsible for ITS migration need to consider:
· What type of training is needed?
· Who needs to be trained?
· Who is available to provide this training?  Will these individuals need to be trained?
· How and when training should occur?
It is recommended that training be provided and conclude before the target system is rolled-out.  Doing so will ensure that users have the knowledge to begin using systems and that this understanding is “fresh”.  Users can then make a smooth transition from the legacy system to the target system.  If the target system will be rolled-out incrementally, it is recommended that training be coordinated with each roll-out.  In these cases, it is best that training be targeted to include only those users who will be impacted by the upcoming migration.  This will reduce confusion between different types of users and the costs associated with training individuals who do not need this training.  With this said, however, it may be beneficial to simply alert all users to scheduled migrations so they coordinate their activities around them.

Training Aids

There are several types of training aids available to support migration roll-out.  The use of these aids will vary depending on the needs of those that need to be trained.  Those who will use the system extensively on an everyday basis will obviously need more training and assistance than those that simply need an understanding of what the system does and the benefits it provides.  

User Manuals

To help facilitate training, many agencies issue step-by-step instructions or user manuals that may be used to familiarize users to the procedures for operating the newly implemented target system.  Although most agencies rely on in-house training, workshops, seminars or other outside means may be used to support training needs. User manuals may be useful in providing training support when it is needed.  

Training Courses

Training courses may be an effective means for providing face-to-face training to individuals who will directly use target solutions.  When procuring a system or software from a third party vendor, agencies should include a provision within the contract that requires vendors to fully train staff on how to maintain and operate purchased systems.  

Brochures/Flyers/Newsletters

Brochures, flyers and/or newsletters may be used to communicate the reasons for and benefits of ITS migration.  Brochures may effectively target the public or individuals within the agency conducting the migration.  Brochures can be mailed to local residents and business owners affected by the change of systems or distributed manually at open house meetings.  Typically and depending on the type of strategy implemented, information contained within the brochure may pertain to:

· Expected date and/or time of day target systems will be in effect.
· Expected benefits and cost effectiveness of ITS migration.
· Reasons why ITS migration is being considered.
· Public information and outreach activities and details.
· Individuals or locations that will be effected by ITS migration. 
· Contacts or websites where additional information can be obtained or public comments can be collected.  
Since they are relatively low cost, brochures may be an effective means of transmitting periodic information to those affected by ITS migration.  

Prototypes

To smooth the transition between systems, it may be helpful to provide operators with opportunities to test the system so they get a feel for the system and to have the ability to ask questions and suggest modifications, before the target system is finalized.  This will give trainers the ability to address questions before operators are expected to operate the target system.  

6.4 Mini Cases – Discussion

For each mini-case described in Chapter 1, the following questions are posed:

· Does this step apply to the mini-case? 
· If no, why not? 
· If yes, what are the possible actions that should be taken? 
In all of the cases described below, critical steps are to monitor risks and manage change to the system.  
6.4.1 Field Device Migration: DMS for NTCIP Conformance
In the DMS migration to NTCIP compliant signs, the design decisions led to the least risky approach in that very little of the legacy system would be modified.  The design included minor revisions to the user interface, but primarily involved implementing a translator that would convert between the native protocol of the legacy system and the NTCIP protocol of the new signs.  This configuration would remain in place until future migrations convert additional field devices to NTCIP.
Risk Management and Configuration Management
The migration team chose the least risky alternative for the current project.  However, problems could still arise and risks were assessed and monitored.  

It was important for the team to document the translator and how the field device interfaces with the translator.  This documentation will be used in the future project that will implement full NTCIP capabilities within the central system.  The documentation should be placed under configuration management.  The documentation will allow future developers to match the specific protocol needed to communicate with the new NTCIP compliant signs.   

Planning for Target System Roll-out
One of the most important differences between a migration and new development is the need for a cut-over plan.  The plan covers when the individual signs will be migrated to the target system and the steps required to migrate to the target system.  In this case, the cut-over plan required that the migration occur over the weekend for the first sign, in case problems arose.  Because it would take several days to update the firmware in each sign, the plan called for “pinging” the sign from central once it was reconnected and waiting to turn on the translator at central until the NTCIP version of the firmware was installed in half the signs.  This allowed at least half the signs to be in operation at any time and eliminated the need to run some signs on the legacy system and some via the translator.  
The team also developed a recovery plan in case the translator didn’t work.  The recovery plan detailed how the legacy firmware in the sign could be re-installed and how the translator could be removed from the central system so the legacy communication protocol was once again operational.  
Training

The primary training was needed for maintenance staff to understand the new protocol and for operators to be able to utilize the signs through the revised user interface.  
6.4.2 Communications Systems Migration
The communication system migration was designed to make use of spare fiber in order to provide a migration path from the legacy ATM network to the new Ethernet network.  A new server was added to the system that would interface with the Ethernet switches and the legacy matrix switch for video distribution.  The primary concern for the implementation was that the new server could successfully integrate with both systems.
Risk Management and Configuration Management

The risk management plan identified success operation of the new server as a primary risk to the success of the migration approach.  If there were problems with the new server, the mitigation strategy was to first strip out functionality of the server to just what would allow video to be transmitted.  No other devices were initially going to be placed on the system and reducing the complexity might provide a short term solution.  Plus, the team had incorporated an off-the shelf software package to handle video.  

The team found that the documentation of the fiber plant stopped at fiber assignments from the center.  There was not extensive documentation of the fiber connections and usage throughout the system.  This was identified as another risk to the project.  To mitigate this risk, the agency could use their on-call service contract with a fiber installation company to pull new fiber or make new splices where needed.  

During the implementation phase, the team performed fiber tests and field checked the termination panels to make sure the new fiber assignments could be implemented.  In one field location, several fibers had been damaged and there were not enough spares to provide the fibers for both the ATM and Ethernet needs.  The agency used the on-call contractor to pull an additional fiber cable around the damaged cable.  The fibers were pulled in the spare duct the fiber was sliced accordingly.  The new configuration was documented and included in the system configuration.  
Planning for Target System Roll-out

The project cut-over and recovery plan included the use of the fiber contractor if needed.  Phasing plan indicated that the new cameras would be cut over to the new Ethernet network over a weekend to insure recovery time if problems developed.  The phasing plan also called for switching to the new communications system one corridor at a time.  
Training

The primary training identified was for maintenance staff to gain knowledge and skills in Ethernet / IP communications.  Training also included teaching all maintenance and operations staff about the concepts of IP addressing.  Finally, operators were trained in troubleshooting the new communication subsystem.  
6.4.3 Change in Function: TMC Central Software Migration
The migration team decided to replace the central software in this case.  The new software was a commercial package that needed very little development to meet the needs of the agency.  
Risk Management and Configuration Management 
The risk management plan identified the interfaces with the existing field devices as being the greatest risk to project success.  New drivers needed to be developed for most of the field devices.  However, the legacy system documentation included all of the protocols to all of the field devices.  However, the team had found in other aspects of the documentation of the legacy system that the final documentation did not always reflect the final implemented system.  The mitigation strategy focused on structuring the device drivers to be relatively easy to modify and to have development staff available during testing so drivers could be modified and tested rapidly.  
Configuration management during the implementation phase focused on making sure that the final software, network, and hardware configurations were documented and any changes at this point were analyzed for impact on all other subsystems.  

Planning for Target System Roll-out

The cut-over plan for this migration was a little more complicated than in some projects.  New servers and workstations were purchased as part of the project to take advantages of the latest computer technology and to upgrade the computer hardware.  However, the communication system had to be cut over to the new system without a backup because there were no redundant pathways.  All of the legacy computers had to be kept operational for recovery in case problems arose when cutting over to the new system.  The plan was to cut over the communication system by corridor.  The cut over was planned over a long weekend to provide the best opportunity of being operational during all weekday peak periods.  
Training

In this case, a full set of training on the new system was needed for both operations and maintenance staff.  Operators were trained in all the functions of the new system.  Operator manuals were included with the contract and the contractor supplied on-line help available through the user interface for all functions included.  
System administration training was provided so agency staff knew how to add devices and modify the system configuration, including communication system addressing.  

Finally, maintenance staff was trained on how to use the central system to help troubleshoot communication and field device problems.  [image: image2.png]
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